Vlab 10

Required discussion questions for this week are:

1.3.1: Software the is located on an individual computer, mainly to protect computer.

1.3.2: Software that is located between an internal and external network, mainly to inspect traffic between networks.

1.3.3: Host-based firewall

1.3.4: On both Public and Private networks, the notifications are set on Notify me when firewall blocks a new program.

2.3.1: This allows Windows Firewall to apply a different set of firewall rules to each profile, depending on the network connection type.

2.3.2:

1. Public location, is default and has the most restrictive set of rules.
2. Home or Work location, a private profile is applied and less restrictive set of rules.
3. Domain location, is connected to domain and rules is determined by network admin.

2.3.3: Network location is a collection of network settings that Windows applies when you connect to a network. For example, you use your computer for work and home, depending on the situation you can switch to home watch videos or switch to work and do your job.

3.3.1: Indicates the 3 types of locations and profiles.

3.3.2: To both Block and Unblock traffic.

3.3.3 It allows traffic in and out of the firewall.